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Abstract

Software piracy costs the information technology industry billions of
dollarsin lost sales each year. This chapter presents an overview of the
softwarepiracyissue, including areview of theethical principlesinvol ved
and a summary of the latest research. In order to better illustrate some
of the material presented, the results of a small research study in the
country of Jordan are presented. Thefindingsindicatethat piracy among
computer-using professionalsis high, and that cost isa significant factor
inthedecisiontopirate. Finally, somepotential preventative mechanisms
are discussed, in the context of the material presented previously in the
chapter.
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Software piracy takesplacewhen anindividual knowingly or unknowingly
copiesapieceof softwareinviolation of the copyright agreement associated
withthat software. Despitethebest effortsof industry organizations, such asthe
Business SoftwareAlliance(BSA) and the Softwareand Information I ndustry
Association (SI1A), and extensive legislation in many countries, piracy is
rampant inmost partsof theworld. Whileillegal copying hasdecreasedinthe
pastfew years, mostlikely duetotheactivitiesmentioned above, itisestimated
that piracy cost thesoftwareindustry acombined US$13billion,in2002alone.
Thirty-ninepercent (39%) of al businessapplication softwareinstalledin 2002
waspirated (BSA, 2003).

Thischapter will discussthecurrent state of theresearchinto softwarepiracy,
focusing specifically on potential causesand cures. Theresultsof astudy of
softwarepiracy inthecountry of Jordan arepresented, bothtodemonstratethe
extent of the problem outsideof thetypically studied Westernworld, andasa
basisfor discussion of thetheoriesand datapresented intherest of thechapter.
Itishoped that thischapter will make the reader aware of the major issues
involvedinpreventingpiracy.

Background

Thegrowth of theimportanceof softwarein boththepersonal and professional
worldshasledtoacorrespondingincreaseintheillegal copying of software.
Whileacademicresearch often splitsillegal softwarecopyinginto“software
piracy” (the act of copying softwareillegally for business purposes) and
“softlifting” (theact of copying softwareillegally for personal use), thischapter
will usetheterm* softwarepiracy” to encompasshboth activities, asisoften
doneinthepopular press. Thefollowing providesanoverview of theethical
issuesinvolvedinthedecisionto pirateand theresultsof previousresearch.

Ethics of Piracy

Theethicsof piracy arenot ascut and dried asit may first seem. By definition,
when piracy iscommitted, the copyright agreement or softwarelicenseis
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