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abstract

This chapter reviews the IT governance literature. It proposes that there are three different concepts 
that are grouped together as IT governance. These concepts are IT governance as a framework or 
audit process, IT governance as IT decision-making and IT governance as a branch of corporate gover-
nance. It argues that the first of these concepts is not a senior management issue, but an aid to a business 
process and that the remaining two concepts are complementary. The chapter recommends that the term 
IT governance is seen as a crucial part of the board’s wider corporate governance task, and suggests 
that is concerning that the view of IT governance as IT decision-making rarely pays any attention to the 
role of the board in a crucial decision-making process. The chapter is intended to bring together the 
disparate views of IT governance so as to permit a broader view of this important subject.

introduction

IT governance is a much-used term, but it has a 
confusing literature, with the term being used 
with several different meanings. This may partly 
be because different target audiences each seek 
information focussed on their requirements. So, 
for example, CIOs are pressed to adopt “best 
practice” in their IT service management; risk 
managers need to manage IT risk; senior manag-
ers wish to ensure that their staff manage their 

IT projects efficiently; board members want to 
discharge their corporate governance obligations 
towards IT. These different activities are lumped 
together under the heading of IT governance. Per-
haps this is because IT governance sounds grander 
than service management or risk management; 
whatever the reason, IT governance has a diverse 
literature. This chapter examines the literature on 
IT governance, and proposes a three-way division 
of the broad field covered by the term.
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backGround

Most organizations rely on their information 
technology, and, it is widely claimed, expenditure 
on IT is a large proportion of company budgets 
(e.g., Weill & Olsen, 1989). It is not surprising 
then that a global survey by KPMG in 2004 found 
that 77.4% of respondent companies were vitally 
dependent on IT for their continuing operation 
(KPMG, 2004). In most companies, the top-level 
management of IT is seen as a matter of corpo-
rate governance; the literature shows that poorly 
performing IT systems can jeopardize the entire 
organization (see, for example, the role of IT in 
the collapse of One.Tel (Avison, 2003; Avison, 
Wilson & Hunt, 2003)). The corporate governance 
of IT, which is referred to as IT governance in the 
literature, is a significant part of the total corporate 
governance task for a board. However, unlike 
corporate governance, there are no standards for 
IT governance (Nolan & McFarlan, 2005), and 
“Because there has been no comparable body 
of knowledge and best practice, IT governance 
doesn’t exist per se” (Nolan & McFarlan, 2005, 
p. 98). The literature on IT governance is largely 
concentrated on the operational management 
of IT and there is little on the requirements for 
the corporate governance of IT. Weill and Ross 
(2004) suggest that IT governance is normally 
delegated to the CIO, although the board retains 
overall responsibility for governance. Perhaps 
this delegation is explained by Jordan (2001) and 
Jordan and Musson (2003), who offer evidence 
that many Australian board members have “at 
best only survival skills in IT”; however, no clear 
picture arose from their research on how a board’s 
IT governance responsibilities were discharged. A 
survey by PricewaterhouseCoopers (PwC, 2004) 
found that, whilst more than 91% of CEOs under-
stood that IT was central to the continuing success 
of their companies, more than two-thirds of them 
were unable or unwilling to answer questions 
on their system of IT governance. In fact, 42% 
of them worldwide and 44% in the Asia-Pacific 

region said that they did not intend to implement a 
system of IT governance (PwC, 2004). However, 
two studies have found that board members have 
little interest in IT. One study, Jordan and Musson 
(2003), investigated Australian board members’ 
attitudes to the governance of e-commerce, and 
noted that, “…boards do not appear to carry out 
their corporate governance duties, at least in re-
spect of electronic commerce risk” (Section 5).

The second study, of 17 medium to large 
Canadian companies, noted that “The risks and 
opportunities IT presents …. may require a level 
of technical insight that is often absent from the 
boardroom. …. The net effect is that many boards 
are reluctant to deal with IT governance issues” 
(Huff, Maher & Munro, 2004, p. 1), and that 
“…most boards seem to be passive receivers of 
information about IT as opposed to aggressive, 
proactive questioners. We saw little board-level 
concern about the company’s return on its IT 
investment, for example, or the appropriate level 
of IT expenditures” (Huff, Maher & Munro, 
2004, p. 3).

A review of the literature suggests that direc-
tors may not be the only people confused about 
IT governance; it shows that there are at least 
three different meanings applied to the term. This 
chapter reviews the use of the term IT governance 
in the literature. 

litEraturE rEviEw

There is an extensive literature on IT governance, 
but much of it is theoretical, and there is little on 
the actual processes involved with IT governance; 
a gap exists between theoretical frameworks and 
contemporary practice (Ribbers, Peterson & 
Parker, 2002). Analysis shows that there are three 
principal schools of thought on IT governance in 
the literature. These are:

  
• IT governance as a framework or an audit 

process.
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