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ABSTRACT
In this article we use the concepts of virtue and vice to explain the extent
to which cyberloafing can have positive or negative consequences. We
argue that under some circumstances, cyberloafing can be viewed as a
vice—leading to counterproductive behaviors. However, as a virtue,
cyberloafing can provide constructive recreational opportunities to
employees, allowing them to better learn the technology. Thus, man-
agers should develop Internet usage policies that integrate both the
positive and negative consequences of cyberloafing.

Cyberloafing refers to any voluntary act of employees using their
company’s Internet access during office hours to surf nonwork-related
web sites for nonwork purposes, and assess nonwork-related e-mail (Lim,
2002). Recent research has considered cyberloafing as a counterproduc-
tive behavior (Lim, 2002; Beugré, 2003). Despite the focus on its
negative impact, one may wonder whether cyberloafing can be consid-
ered as a constructive behavior likely to boost employee productivity.
Cyberloafing may be constructive when it helps employees and the
organization. However, it can be destructive when it prevents employees
from being productive. Hence, all Internet usage may not be perceived
as abusive and costly to the organization. The character of the contem-
porary work environment with its flexible, open and autonomous nature
has blurred the line between work and life. Thus, what constitutes
Internet abuse in the workplace is less clear (Anandarajan, 2002).

The purpose of this article is to explore the extent to which cyberloafing
is construed as a constructive or destructive behavior. In so doing, we
challenge the conventional wisdom that cyberloafing is a form of
workplace deviance (Beugré, 2003; Lim, 2002, Lim, Teo, & Loo, 2001).
Rather, we contend that cyberloafing can be destructive or constructive,
depending on the circumstances and the user’s intentions. This approach
has both theoretical and practical implications. From the theoretical
standpoint, researchers may analyze the conditions under which
cyberloafing is detrimental to the individual and/or the organization and
the conditions under which it can have positive consequences. From the
practical standpoint, managers may use cyberloafing as a way of helping
employees to better manipulate the technology they use at work.

We use the concepts of vice and virtue to refer to the positive and
negative consequences of cyberloafing. Webster’s New Unabridged
Dictionary defines vice as an immoral, evil habit or practice, a defect
or a shortcoming, and virtue as moral excellence, goodness; righteous-
ness. As a vice, cyberloafing is counterproductive, preventing the
organization from reaching its goals. As a virtue, cyberloafing is a means
of increasing employee productivity. The question then remains; under
what conditions can cyberloafing be a virtue or a vice?

To judge cyberloafing as constructive or destructive, one needs some
standard of comparison. We argue that three criteria may help determine
the constructiveness or destructiveness of cyberloafing. These criteria
include:

1) A departure from a norm. The employee is expected to use his
or her computer for work-related activities. Doing otherwise
would be considered destructive.

2) Cyberloafing reduces the cyberloafer’s work performance.
3) Cyberloafing has harmful effects on the organization in terms

of reduced performance, high costs, or tarnished reputation.

Following these criteria, we argue that cyberloafing is destructive when
it violates a company’s Internet usage policies or reduces employee and
organizational performance. Cyberloafing is destructive and constitutes
a form of employee deviance (Lim, 2002) in so far as it represents a
voluntary behavior that violates significant organizational norms and
in so doing threatens the well-being of an organization, its members, or
both (Robinson & Bennett, 1995). We use the constructs of destructive
cyberloafing and constructive cyberloafing to explain the extent to
which cyberloafing may have positive or negative consequences in an
organization.

DESTRUCTIVE CYBERLOAFING
Cyberloafing is destructive when it has negative consequences for the
organization, such as loss of productivity or higher costs for the
company. When the intention of the employee is to shirk or retaliate
against the company by reducing his or her input, then cyberloafing is
a counterproductive behavior. A counterproductive behavior is any
intentional behavior that is deemed by the organization to run counter
to its legitimate interests (Vardi & Weitz, 2004). Research on cyberloafing
has considered the practice as a counterproductive behavior (Lim et al.,
2002). Scholars considering cyberloafing as a dysfunctional behavior,
focus on productivity loss, issues of harassment, and the overall misuse
of the Internet, and contend that using the Internet can generate
undesirable outcomes, such as loss of intellectual property, sexual
harassment lawsuits, productivity losses due to excessive web-surfing,
security threats, and network bandwith overload (Simmers, 2002). Table
1 presents a summary of studies construing cyberloafing as a destructive
behavior. Although this list is far from being comprehensive, it helps
capture the negative nature of the phenomenon. Expressions such as
cyberslacking (Block, 2001) and Internet abuse (Armstrong, Philips, &
Saling, 2000) are used to assess the negative impact of cyberloafing.

Examples of computer abuse include general e-mail abuses (spamming,
harassments, chain letters, propagations of viruses/worms, and defama-
tory statements); unauthorized usage and access (sharing of passwords
and access into networks without permission); copyright infringement/
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plagiarism (illegal copies of websites of downloaded materials and
software pirating); newsgroups posting (posting of personal messages);
transmission of confidential data (using the Internet to display or
transmit trade secrets); pornography (accessing and/or downloading
sexually explicit materials); hacking (denial of service attacks or
accessing organizational databases); nonwork-related download/upload
of materials; leisure use of the Internet (on-line shopping, gambling,
chatting, game playing, etc.), use of external ISPs (using an external ISP
to connect to the Internet to avoid detection); and moonlighting (using
office resources such as networks to organize and conduct personal
business) (Siau, Nah, & Teng, 2002: 75).

Despite its negative consequences, cyberloafing may not always have
detrimental effects on organizations. Few studies have recognized the
opportunity of providing recreational use of the Internet at work. When
the intent of the employee is to escape routine practices and discharge
anxiety, then cyberloafing becomes a form of constructive behavior.

CONSTRUCTIVE CYBERLOAFING
Although cyberloafing is viewed as a counterproductive behavior, under
some circumstances, it may be perceived as a positive practice. Lim et
al. (2002) conducted an empirical study in Singapore designed to assess
employee Internet usage. They found that the majority of respondents
agreed that it was acceptable for them to use the Internet for nonwork-
related activities. Today, many young people first learned about
computing through video games and took online breaks during their
college studies (Oravec, 2002a). Computer games may not always have
detrimental effects on employee productivity. They can be used to
decrease anxiety and encourage experimentation (Ovarec, 2002a). In a
survey study, Stanton found that frequent Internet users reported higher
levels of job satisfaction than less frequent users (Stanton, 2002).

Online recreation is constructive when it is in synch with pending work
responsibilities, allowing individuals to use time not consumed by
workplace demands in ways that equip them to face future tasks with
greater energy and expanded perspectives (Ovarec, 2002a). Construc-
tive recreation may allow employees to momentarily escape their
regular tasks providing them a safety valve for those who face unyielding
situations or put in long hours, thus putting the porousness of today’s
Internet-supported workplaces to good use (Ovarec, 2002b). A certain
amount of playful use of computer applications in the right situation can
lead to learning that may be of value to organizations (Belanger & van
Slyke, 2002). When individuals engage in playful web browsing, they
may learn through an improved understanding of the organization, of
existing knowledge, or increased amount of accuracy of knowledge
(Belanger & van Slyke, 2002).

CONCLUSION
In this article, we have argued that cyberloafing can be considered as a
virtue or a vice, depending on the user’s intent. To reduce the negative
effects of cyberloafing, managers should develop and implement clear

policies related to the use of the Internet at work. For instance, managers
may determine the appropriate amount of time that is allowed for
personal use of the Internet and provide space where employees may use
the Internet for personal reasons during breaks or lunchtime. Because
employees are too busy attempting to meet their work obligations,
organizations should realize that certain personal business might need
to be conducted during work hours (Siau, Nah, & Teng, 2002). Thus,
managers may well gain by allowing a ‘constructive’ cyberloafing at
work. Such a recreational use of the Internet at work may help spur
creativity, reduce anxiety, and enhance well-being. Because managers
cannot prevent employees from cyberloafing at work, they should
design ways to allow them to do it in a more constructive manner.

We believe that overtly restricting online recreation may prevent
employees from exploring the Internet’s full potential for productive
intellectual and social endeavors (e.g., Oravec, 2002a). Allowing for
reasonable and humane amounts of online recreation can indeed have
considerable advantages, both for the individuals involved and the
organization as a whole. It can serve to open blocked creative channels
and possibly relieve stress as well (Ovarec, 2002b). Organizations that
provide benefits such as high-speed desktop Internet access and do not
forbid occasional nonbusiness use may promote higher job satisfaction
by doing so (Stanton, 2002).

REFERENCES
Anandarajan, M. (2002). Internet abuse in the workplace. Communica-

tions of the ACM, 45 (1), 53-54.
Armstrong, L., Philips, J. G., & Saling, L. L. (2000). Potential deter-

minants of heavier Internet usage. International Journal of
Human-Computer Studies, 53, 537-550.

Belanger, F., & van Slyke, C. (2002). Abuse or learning. Communica-
tions of the ACM, 45 (1), 64-65.

Beugré, C. D. (2003). Information technology as a double-edged sword:
A model of cyber dysfunctional behavior. Proceedings of the
Eastern Academy of Management Meeting, April 30-May 3,
Baltimore, MD.

Block, W. (2001). Cyberslacking, business ethics, and managerial
economics. Journal of Business Ethics, 33, 225-231.

Lim, V. K. G. (200). The IT way of loafing on the job: Cyberloafing,
neutralizing, and organizational justice. Journal of Organiza-
tional Behavior, 23, 675-694.

Lim, V. K. G., Loo, G. L., & Teo, T. S. H. (2001). Perceived injustice,
neutralization and cyberloafing at the workplace. Paper pre-
sented at the Academy of Management, Washington, D. C.,
August 5-8.

Lim, V.K.G., Teo, T.S.H., & Loo, G.L. (2002). How do I loaf here? Let
me count the ways. Communications of the ACM, 45, 66-70.

Ovarec, J. A. (2002a). Working hard and playing hard: Constructive uses
of on-line recreation. Journal of General Management, 24 (3)
77-88.

Ovarec, J. A. (2002b). Constructive approaches to Internet recreation
in the workplace. Communications of the ACM, 45 (1), 60-63.

Robinson, S. L., & Bennett, R. J. (1995). A typology of deviant
workplace behaviors: A multidimensional scaling study. Acad-
emy of Management Review, 38, 555-572.

Siau, K., Nah, F. F. H., & Teng, L. (2002). Acceptable Internet use
policy. Communications of the ACM, 45 (1), 75-79.

Simmers, C. A. (2002). Aligning Internet usage with business priorities.
Communications of the ACM, 45 (1), 7174.

Stanton, J. M. (2002). Company profile of the frequent Internet user.
Communications of the ACM, 45 (1), 55-59.

Vardi, Y., & Weitz, E. (2004). Misbehavior in organizations: Theory,
Research, and Management. Mahwah, NJ: Lawrence Erlbaum
Associates.

Labeling of 
cyberloafing 

Authors Nature of 
cyberloafing 

Explicit/Implicit 
benefits 

Frequent use of 
Internet 
 
Playful use of 
computer  
 
 
 
Internet recreation 
 

Stranton (2002) 
 
 
Belanger & Slyke 
(2002) 
 
 
 
Ovarec (2002a,b) 

Using the Internet 
several times a day. 
 
Use of computer for 
fun. 
Playing computer 
games. 
 
Use the Internet for 
fun, playing games, 
on-line shoping, etc. 

Increases job 
satisfaction.  
 
Increases learning and 
use of computer 
applications. 
 
 
Awakes creativity, 
increases well-being; 
restores personal 
energy, reduces anxiety, 
encourages 
experimentation. 

 

TABLE 2. Summary of Studies Construing Cyberloafing as a Constructive
Behavior



 

 

0 more pages are available in the full version of this document, which may be

purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/proceeding-paper/cyberloafing-vice-virtue/32923

Related Content

An Agile Project System Dynamics Simulation Model
A. S. White (2014). International Journal of Information Technologies and Systems Approach (pp. 55-79).

www.irma-international.org/article/an-agile-project-system-dynamics-simulation-model/109090

Modified LexRank for Tweet Summarization
Avinash Samueland Dilip Kumar Sharma (2016). International Journal of Rough Sets and Data Analysis

(pp. 79-90).

www.irma-international.org/article/modified-lexrank-for-tweet-summarization/163105

Using Fuzzy Logic for Optimizing Business Intelligence Success in Multiple Investment

Combinations
Mandana Farzaneh, Iman Raeesi Vananiand Babak Sohrabi (2015). Encyclopedia of Information Science

and Technology, Third Edition (pp. 953-965).

www.irma-international.org/chapter/using-fuzzy-logic-for-optimizing-business-intelligence-success-in-multiple-

investment-combinations/112488

Estimating Overhead Performance of Supervised Machine Learning Algorithms for Intrusion

Detection
Charity Yaa Mansa Baidoo, Winfred Yaokumahand Ebenezer Owusu (2023). International Journal of

Information Technologies and Systems Approach (pp. 1-19).

www.irma-international.org/article/estimating-overhead-performance-of-supervised-machine-learning-algorithms-for-

intrusion-detection/316889

Mobile Technologies for Elderly People
Muna S. Al-Razgan, Hend S. Al-Khalifa, Mona D. Al-Shahraniand Hessah H. AlAjmi (2015). Encyclopedia

of Information Science and Technology, Third Edition (pp. 336-344).

www.irma-international.org/chapter/mobile-technologies-for-elderly-people/112342

http://www.igi-global.com/proceeding-paper/cyberloafing-vice-virtue/32923
http://www.irma-international.org/article/an-agile-project-system-dynamics-simulation-model/109090
http://www.irma-international.org/article/modified-lexrank-for-tweet-summarization/163105
http://www.irma-international.org/chapter/using-fuzzy-logic-for-optimizing-business-intelligence-success-in-multiple-investment-combinations/112488
http://www.irma-international.org/chapter/using-fuzzy-logic-for-optimizing-business-intelligence-success-in-multiple-investment-combinations/112488
http://www.irma-international.org/article/estimating-overhead-performance-of-supervised-machine-learning-algorithms-for-intrusion-detection/316889
http://www.irma-international.org/article/estimating-overhead-performance-of-supervised-machine-learning-algorithms-for-intrusion-detection/316889
http://www.irma-international.org/chapter/mobile-technologies-for-elderly-people/112342

