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ABSTRACT

In this article we use the formative evaluation of a prototype ‘assembly’ of pervasive computing 
technologies to specify design implications for emergency virtual teamwork tools. The prototype 
assembly, called “Overview”, was implemented in collaboration with police, fire and medical 
emergency services as part of the real life event management during the Tall Ships’ Races 2007 in 
Denmark. We describe how the emergency teams used the technologies for collaboration between 
distributed colleagues, to produce shared situation awareness, to manage efforts and resources 
and respond to minor emergencies. Trust in technology is a key need virtual teams identify in their 
endeavours to dovetail innovative technologies into emergency work. We show how practices 
of working up trust are supported by the PalCom open architecture (which was used to build 
Overview), and delineate design guidelines to enable the productive integration of pervasive 
computing.  [Article copies are available for purchase from InfoSci-on-Demand.com]
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INTRODUCTION

Pervasive computing technologies have 
great potential to augment the work of 
distributed ‘virtual’ emergency teams. 
Experimental R&D shows that interactive 
maps, mobile and wearable devices, sensor-
networks, location tracking, and ambient 

technologies (e.g. CCTV) could support 
en route sense-making (Landgren, 2005), 
risk assessment, resource allocation and 
communication (Jiang, Hong, Takayama 
& Landay, 2004), reasoning about condi-
tions on the ground (Betts, Mah, Papasin, 
del Mundo, McIntosh & Jorgensen, 2005), 
reconnaissance and navigation (Denef, 
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Ramirez, Dyrks, Stevens 2008), and in-
field patient triage and tracking (Lorincz, 
Malan, Fulford-Jones, Nawoj, Clavel, 
Shnayder, Mainland, Welsh & Moulton, 
2004). However, in practice, the potential 
of pervasive computing is hard to unlock. 
Erika Frischknecht Christensen, Medi-
cal Director of Pre-hospital care, Central 
Denmark Region, pinpoints why:

… everybody talks about wireless monitor-
ing, but I haven’t seen it work so far. I think 
one of the things is … how do I identify the 
patients, am I sure that what I see on the 
screen is actually that patient and not that 
patient? (Discussion, December 2007)

Frischknecht identifies a key need 
virtual teams encounter in dovetailing in-
novative technologies into safe emergency 
work practices: People must be able to trust 
their technologies. 

This is a ‘Catch 22’ challenge. Trust 
in technology is ‘accepted dependability’ 
(Avizienis, Laprie, Randell & Landwehr, 
2004). It grows as technologies become 
more dependable and familiar, but to be-
come dependable and familiar technologies 
must be tested in use when they cannot (yet) 
be trusted. This is particularly difficult in 
emergency work, where only controlled 
leaps of faith, combining ‘graceful aug-
mentation’ (Jul, 2007) with safe levels of 
redundancy in experimental but realistic use 
of new technologies will allow innovations 
to be adopted. This strategy is currently ill 
supported by many pervasive computing 
technologies. 

In his pioneering vision for ‘ubiquitous’ 
computing, it was Mark Weiser’s ‘highest 
ideal to make a computer so imbedded, 
so fitting, so natural, that we use it with-
out even thinking about it.” (http://www.
ubiq.com/ubicomp/). Weiser’s call to 

make the computer ‘invisible’ has been 
enthusiastically interpreted, most often 
literally. For all the right reasons – e.g. to 
protect responders from additional work 
and complexity overload – designers 
seek to hide computing by embedding it 
in devices, environments (Lorincz et al, 
2004), even clothing (Rantanen, Impiö, 
Karinsalo, Malmivaara, Reho, Tasanen 
&Vanhala, 2002), by making it ‘autono-
mous’ (Fiedrich, 2000), self-healing, and 
context-aware (Lorincz et al, 2004). While 
we value the power of these approaches, we 
also believe that they can – paradoxically 
– hamper what they seek to support. This 
is because Weiser’s main concern was not 
invisibility per se, but ‘invisibility-in-use’, 
synonymous with the phenomenological 
notion of ‘ready-to-hand’, meaning that 
users are able to focus on their work rather 
than on their technologies. In this process, 
trust is not a state of mind, or once-and-for-
all accepted dependability, but an ongoing 
practical achievement. Just as people come 
to trust other people because they continu-
ously (often precognitively) observe and 
probe their behaviour in different situations 
(Boden & Molotch, 1994), people work 
up trust in technologies through ongoing 
practical engagement with them (Clarke, 
Hardstone, Rouncefield & Sommerville, 
2006). However, if the technologies are 
designed to hide their states and processes, 
people have no basis on which to build 
their trust. In a conceptual framework for 
‘palpable computing’ we argue that in order 
to understand and trust technologies people 
must be able to sense what these technolo-
gies are doing or could do for them (Kyng, 
2007). To this aim, we have developed an 
open software architecture and prototype 
technologies that support people in making 
computing palpable (Andersen, 2007). 



 

 

13 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/article/when-not-trust-supporting-virtual/4009

Related Content

Simulation and Analysis of Mass Casualty Mission Tactics: Context of Use,

Interaction Concept, Agent-Based Model and Evaluation
Johannes Sautter, Denis Havlik, Lars Böspflug, Matthias Max, Kalev Rannat, Marc

Erlichand Wolf Engelbach (2015). International Journal of Information Systems for

Crisis Response and Management (pp. 16-39).

www.irma-international.org/article/simulation-and-analysis-of-mass-casualty-mission-

tactics/144347

Flood Disaster Preparedness and Response in Zimbabwe: A Case Study of

Tsholotsho District, Zimbabwe
Nobuhle Sibandaand Mark Matsa (2020). International Journal of Disaster Response

and Emergency Management (pp. 35-47).

www.irma-international.org/article/flood-disaster-preparedness-and-response-in-

zimbabwe/268785

Safety and Security in SCADA Systems Must be Improved through

Resilience Based Risk Management
Stig O. Johnsen (2014). Crisis Management: Concepts, Methodologies, Tools, and

Applications  (pp. 1422-1436).

www.irma-international.org/chapter/safety-and-security-in-scada-systems-must-be-improved-

through-resilience-based-risk-management/90785

Emergency Ethics, Law, Policy & IT Innovation in Crises
Xaroula Kerasidou, Monika Buscher, Michael Liegland Rachel Oliphant (2016).

International Journal of Information Systems for Crisis Response and Management

(pp. 1-24).

www.irma-international.org/article/emergency-ethics-law-policy--it-innovation-in-crises/175671

Materiality Matters When Organizing for Crisis Management
Martina E. Granholm (2018). International Journal of Information Systems for Crisis

Response and Management (pp. 28-48).

www.irma-international.org/article/materiality-matters-when-organizing-for-crisis-

management/222738

http://www.igi-global.com/article/when-not-trust-supporting-virtual/4009
http://www.igi-global.com/article/when-not-trust-supporting-virtual/4009
http://www.irma-international.org/article/simulation-and-analysis-of-mass-casualty-mission-tactics/144347
http://www.irma-international.org/article/simulation-and-analysis-of-mass-casualty-mission-tactics/144347
http://www.irma-international.org/article/flood-disaster-preparedness-and-response-in-zimbabwe/268785
http://www.irma-international.org/article/flood-disaster-preparedness-and-response-in-zimbabwe/268785
http://www.irma-international.org/chapter/safety-and-security-in-scada-systems-must-be-improved-through-resilience-based-risk-management/90785
http://www.irma-international.org/chapter/safety-and-security-in-scada-systems-must-be-improved-through-resilience-based-risk-management/90785
http://www.irma-international.org/article/emergency-ethics-law-policy--it-innovation-in-crises/175671
http://www.irma-international.org/article/materiality-matters-when-organizing-for-crisis-management/222738
http://www.irma-international.org/article/materiality-matters-when-organizing-for-crisis-management/222738

