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Abstract

In this chapter, we will study the localization problem in ubiquitous computing 
environments. In general, localization refers to the problem of obtaining (semi-) 
accurate physical location of the devices in a dynamic environment in which only a 
small subset of the devices know their exact location. Using localization techniques, 
other devices can indirectly derive their own location by means of some measurement 
data such as distance and angle to their neighbors. Localization is now regarded 
as an enabling technology for ubiquitous computing environments because it can 
substantially increase the performance of other fundamental tasks such as routing, 
energy conservation, and network security. Localization is also a difficult problem 
because it is computationally intractable. Furthermore, it has to be implemented 
in a highly dynamic and distributed environment in which measurement data is 
often subject to noise. In this chapter, we will give an overview of localization in 
terms of its common applications, its hardware capacities, its algorithms, and its 
computational complexity.
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Introduction

In a ubiquitous computing environment, devices are often connected to one another 
on the fly to form an infrastructure-less network that is frequently referred to as 
a mobile ad hoc network (MANET). Since MANET serves as an abstract model 
that can be seen as a superset of diverse sub-areas such as sensor networks, mesh 
networks or an enabler for pervasive computing, it has attracted significant research 
interests in the past several years. A major advantage of MANETs over regular wired 
or wireless networks is their infrastructure-less nature, as MANETs can potentially 
be deployed more rapidly and less expensively than infrastructure-based networks. 
However, the lack of an underlying explicit infrastructure also becomes a major 
disadvantage in adapting MANETs to a wider array of applications, since existing 
network algorithms and protocols are often not “plug-in” solutions for such dynamic 
networks. New algorithms need to be designed for fundamental network tasks such 
as addressing, topology discovery, and routing.
Location discovery is emerging as one of the more important tasks as it has been 
observed that (semi-) accurate location information can greatly improve the perfor-
mance of other MANET tasks such as routing, energy conservation, or maintaining 
network security. For instance, algorithms such as location aided routing (LAR) (Ko, 
2000), GRID (Liao, 2001), and GOAFR+ (Kuhn, 2003) rely on location informa-
tion to provide more stable routes during unicast route discovery. The availability 
of location information is also required for geocast (multicast based on geographic 
information (Jiang, 2002)) algorithms such as location-based multicast (LBM) (Ko, 
1999), GeoGRID (Liao, 2000) and position-based multicast (PBM) (Mauve, 
2003). To minimize power consumption, the geographical adaptive fidelity(GAF) 
algorithm (Xu, 2001) uses location information to effectively modify the network 
density by turning off certain nodes at particular instances. Furthermore, in (Hu, 
2003), the authors have shown that wormhole attacks can be effectively prevented 
when location information is available. As more algorithms are being proposed to 
exploit location information of devices in ubiquitous networks, it is clear that obtain-
ing such information efficiently and accurately becomes of great importance.
A direct way of obtaining location information is to install global positioning system 
(GPS) receivers on devices. However, this is currently impractical as GPS receiv-
ers are still relatively expensive, power-hungry, and require clear line of sight (i.e., 
making indoor usage impossible) to several earth-bound satellites. In ubiquitous 
environments (e.g., sensor networks), devices are imagined as small as possible and 
operating on a very restricted power source, thus, it may not be feasible to install 
GPS receivers onto all sensor nodes. Localization in MANET refers to the problem 
of finding the locations of those non-GPS enabled nodes based on limited informa-
tion such as the locations of some known beacons (also referred to as anchors) and 
measurements such as ranges or angles among the neighbors. In this chapter, we 
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