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ABSTRACT

In this chapter, a set of recommendations for aligning eHealth with healthcare strategies is developed. 
After introducing the key concepts IT governance as a key enabler of successful alignment is discussed 
and described. Taking outcomes from a study conducted in Scotland, this chapter compares & contrasts 
preliminary results with those from similar studies in other countries. This analysis forms the basis of 
the chapter’s recommendations, the most important of which are: (a) to employ a well-known and well-
developed IT governance standard, (b) to ensure that the healthcare organisation has a high level of 
readiness for the transformation towards strategic alignment, and (c) to utilize experts to direct and 
monitor both the organisational change and the eHealth alignment.

Importantly, the results presented in relation to perceived eHealth-NHS alignment are preliminary, but 
significant deviations compared with the results presented in advance on this chapter are not expected.
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For you Jon, my precious son, and your greatly 
missed and beloved brother. Wishing all the effort 
around eHealth will provide you and your future 
generations with better health care opportunities 
and quality of life.

Elena, your Mom, mainly.

INTRODUCTION

The central claim of this chapter is that eHealth 
governance is a key factor for improved health 
services. Many people involved in some way with 
patient and health care would disagree with this 
claim, since IT is not always seen as one of the main 
components of health services, or at least is not 
perceived to be as crucial as, say, clinical factors. 
IT in the health sector is commonly regarded as a 
support for people to help other people. However, 
there is an expectation that eHealth will become 
more and more important in the delivery of mod-
ern health care, in areas such as preventative and 
curative health care, mobility, telemedicine and 
virtual healthcare. eHealth is expected to improve 
the health service in the future, adding value for 
practitioners, patients and carers, researchers 
and government in different stages of the health 
care journey. These expectations are introducing 
new pressures to ensure successful delivery of 
eHealth; this can be obtained by implementing 
IT governance approaches based on proven best 
practices, not only to get assurance but also to 
show how these expectations are to be realised.

Adopting IT Governance can help health care 
organisations delivering eHealth; it requires com-
mitment and support at all levels across the health 
care boards. This is a medium to long term process 
that involves series of improvement cycles that 
are transitions requiring careful management of 
the organisational change involved.

Successful delivery of eHealth in this highly 
demanding scenario not only requires commitment 
but also determination and investment that involve 

all types of health care organisations, together 
with other stakeholders, such as patients, carers, 
researchers, suppliers of health informatics and 
government.

In countries like the UK and others in the 
European Union, where the health care service is 
mostly provided via central and local public funds, 
there is a risk that eHealth won’t get the level of 
investment required to grow at an acceptable pace, 
as it is competing for resources with other elements 
of the care system which are traditionally seen as 
more important for patient care. Moreover, eHealth 
is also commonly regarded as a net investment 
with a negative financial return. The good news 
is that this is only a narrow view of the whole 
financial picture. eHealth can be seen as one of 
the best candidates for funding in a competitive 
financial environment by demonstrating returns 
on investments based on savings in other areas of 
the health care system by implementing eHealth 
solutions.

IT governance standards and methodolo-
gies are used in non-healthcare industries and 
enterprises to provide a careful alignment of IT 
technologies and capabilities with the business 
goals of the enterprise. Levels of alignment can be 
measured; plans for improvement can be devised 
and implemented, with a monitoring framework 
in place to ensure a culture of continuous im-
provement. In this chapter we show how these 
standards and methods can be applied within 
a healthcare environment. We demonstrate the 
use of IT governance for eHealth to improve the 
alignment of eHealth with organisational targets, 
together with a monitoring process that measures 
what has been achieved, not only from the eHealth 
service balance scorecard point of view, but also 
working with Finance Departments to measure 
eHealth contribution to specific health care sav-
ings. This, then, is the challenge for eHealth: how 
best to adopt IT Governance for eHealth so that 
the necessary alignment is ensured, and so that 
measurable and predicted savings can be achieved.
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