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INTRODUCTION

The purpose of e-government is the utilization 
of information technology (IT) to provide ef-
ficient, timely and accessible means of linking 
citizens to the public sectors. The proliferation 
of e-government can be attributed to the delivery 
capability of government information, resources 

and services through 24/7 Web access (Holden, 
Norris, & Fletcher, 2002). Maintaining online ac-
cess to e-government to provide services is part 
of government, especially for those officials who 
are charged with implementing public services. 
Therefore, it is important to explore the intention 
of administrators to adopt online service delivery. 
Their values and perceptions influence their at-
titudes and behavior, and determine whether they 
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ABSTRACT

This chapter aims to identify the role of risk perception and trust in civil servants’ intention to deliver 
e-services in e-government. The research method is based on theories on perceived behaviors and 
technology acceptance. The research uses questionnaires to examine civil servants’ intention to adopt 
digitalized services in e-government and seeks to measure perceived usefulness of e-services, subjective 
norm, self-efficacy, technology facilitating conditions, trust towards Information Systems, and perceived 
risk from the perspective of service marketing (e.g., SSTs, self-service technologies). Structural equation 
modeling is used to further analyze the data and to design a theoretical model predicting the individual’s 
intention to trust e-services in e-government. The research results indicate that perceived usefulness 
cannot directly influence behavioral intention without an attitude of acceptance towards digitalized 
administration. Further, civil servants do not have high risk perception in using online public services.
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can successfully execute public service delivery. 
Whether, civil servants trust the new technology, 
management, and services will impact the benefits 
and risks of e-government.

In this study, the Theory of Planned Behavior 
(TPB) and the Technology Acceptance Model 
(TAM) are used to examine administrator accep-
tance of online service delivery, which can result 
in a larger base of administrator share (Brown, 
Chervany, & Reinicke, 2007; Wu & Chen, 2005). 
TPB can be used to explore the influence of an 
individual’s attitudes and personality on personal 
behavior while considering individual perceptions 
in social systems (Ajzen, 1991). TAM has been 
applied to understand and predict user attitude, 
adoption, and use of IT (Davis, 1989). Based on 
these two research models, the study used ques-
tionnaires to examine the intentions of officials 
to adopt online service delivery in e-government, 
by measuring perceived usefulness and perceived 
ease of use of e-services, subjective norm, self-
efficacy, technology facilitating conditions, trust 
towards information systems, and perceived 
risk. The two crucial objectives of this research 
are (1) to illustrate the relationships between 
key factors and behavioral intentions, and (2) 
to clarify variables in online services delivery 
which could provide a framework for policies 
cultivating information trust and perceived risks 
of e-government. Questionnaires to be analyzed 
by the Structural Equation Model were designed 
based on TPB and TAM, and sent to those who 
have worked in the Tainan City government. This 
was done to explore official perceptions of online 
services delivery and to help us understand their 
intention to maintain online services in Taiwan. 
Structural Equation modeling was used to fur-
ther analyze the data and to design a theoretical 
model predicting individual intention to maintain 
e-services in e-government. The research results 
are expected to illuminate the nature of cyber 
trust and the relationships among the influential 
factors that inform e-services.

This research is a quantitative study, and pro-
ceeds as follows: Section two reviews the theoreti-
cal arguments and some existing findings related 
to trust, perceived risk, TAM and TPB. Section 
three illustrates the research design, including 
research model and hypotheses, research methods 
(i.e. sampling and measurement). Section four 
presents the data analyses and hypotheses. Section 
five discusses research findings. Finally, section 
six draws conclusions and provides suggestions 
aimed at strengthening administrator’s intention 
to maintain online service delivery in Taiwan.

BACKGROUND

User attitudes towards accepting and trusting 
information technology have been an important 
issue in discussing security and perceptions of 
trust towards information technology. Since Da-
vis (1989) provided the Technology Acceptance 
Model (TAM) and showed the theoretical basis 
for actual use depends on behavioral intention, 
the attitude construct in TAM represents attitude 
toward the behavior of using technology (Wixom 
& Todd, 2005). Davis (1989) provided two impor-
tant concepts in TAM: (1) perceived usefulness 
refers to user feelings of improved performance 
when using technology; (2) perceived ease of use 
is concerned with user perceptions of degree of 
exertion needed to use technology. Using TAM, 
Igbaria, Guimaraes, & Davis (1995) examined 
the role of organizational factors on personal 
computing acceptance and found that these fac-
tors indirectly influenced usage through ease of 
use and perceived usefulness. Therefore, in this 
study ease of use and perceived usefulness are 
selected as two main factors to test user’s inten-
tion of IT acceptance, following the TAM model. 
Gefen, Karahanna, and Straub (2003) have noted 
that consumer trust is as important to online com-
merce, thus showing an agreement with the widely 
accepted TAM concepts of perceived usefulness 
and perceived ease of use.



 

 

12 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/trust-public-services-government-based/67655

Related Content

Automatic Generation of Theories of Coordination in Multi-Agent Systems
N. V. Findler (2007). Encyclopedia of Digital Government (pp. 117-122).

www.irma-international.org/chapter/automatic-generation-theories-coordination-multi/11491

An Exploratory Study of Social Networking Services as a Potential Vehicle for E-Participation in

the City and County of Honolulu
Cassandra S. Harrisand Jenifer Sunrise Winter (2013). International Journal of Electronic Government

Research (pp. 63-84).

www.irma-international.org/article/exploratory-study-social-networking-services/78301

Understanding Digital Diplomacy Through Ukraine-Russia Events: The Truth Behind Events in

Ukraine and Donbass
 Tolkun Bekturgan kyzyand Niyazi Ayhan (2023). Maintaining International Relations Through Digital Public

Diplomacy Policies and Discourses (pp. 121-135).

www.irma-international.org/chapter/understanding-digital-diplomacy-through-ukraine-russia-events/314417

Friending and Funding Through Facebook: Social Media Use of Regional Nonprofit

Organizations
Debika Sihi (2018). Innovative Perspectives on Public Administration in the Digital Age (pp. 256-283).

www.irma-international.org/chapter/friending-and-funding-through-facebook/205105

E-Government Diffusion: Evidence from the Last Decade
Madison N. Ngafeesonand Mohammad I. Merhi (2013). International Journal of Electronic Government

Research (pp. 1-18).

www.irma-international.org/article/government-diffusion-evidence-last-decade/78298

http://www.igi-global.com/chapter/trust-public-services-government-based/67655
http://www.irma-international.org/chapter/automatic-generation-theories-coordination-multi/11491
http://www.irma-international.org/article/exploratory-study-social-networking-services/78301
http://www.irma-international.org/chapter/understanding-digital-diplomacy-through-ukraine-russia-events/314417
http://www.irma-international.org/chapter/friending-and-funding-through-facebook/205105
http://www.irma-international.org/article/government-diffusion-evidence-last-decade/78298

