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ABSTRACT

Wireless Sensor Networks (WSNs) are currently attracting great interest and the number of its application 
domains is varying and increasing. However, some of these applications are very sensitive to the execution 
time and require huge memory and computation resources, which contrast to the nature of sensor motes 
with limited capabilities. There have been a lot of software solutions that aim to optimize the memory 
consumption and to reduce the execution time of WSN applications, but few previous research efforts 
considered a hardware/software optimization of the sensor mote resources. The limitation of studies on 
hardware optimization on WSN motivated the authors to write this chapter, with the objective to design 
a new HW architecture with FPGA technology that allows extending the sensor mote capabilities. An 
optimal routing protocol to efficiently route messages between motes was chosen. It enables the reduction 
of different communication problems such as message unreachability, long paths, and traffic congestion. 
The authors first study one of WSN applications that require great resources, image processing. They 
demonstrate how the memory and processing capabilities of classical sensor motes are not sufficient for 
the treatment of this application, and the point-to-point routing cannot be applied in such applications. 
The authors then survey the most important routing protocols for WSNs in order to select the best rout-
ing algorithm. They finally propose a reconfigurable HW/SW architecture based on FPGA for critical 
WSN applications. Results show that the proposed solution outperforms the performance of the classical 
sensor motes, and is extensible for application to other WSN applications.
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INTRODUCTION

During the last few years, the use of embedded 
systems and System on Chip (SoC) has massively 
grown. Hence, time and cost are key factors in 
the success of these products in the competitive 
electronics marketplace.

Wireless Sensor Networks which integrate a 
SoC are becoming a necessity in our daily life 
reminding its different covered areas. Sensor 
Networks have been deployed for a variety of 
applications, including environment monitoring, 
health-care monitoring, transportation systems, 
home automation, etc. (Mainwaring et al., 2002).
The evolution of applications provided by these 
systems has spawned related problems like com-
plexity and sensitivity.

The Discrete Wavelet Transforms (DWT) 
have been extensively used in many digital signal 
processing applications.

The design of a SoC, which integrates this 
kind of application, causes a lot of constraints like 
minimizing the time to market, the cost and energy 
consumption. Therefore, designers had to reduce 
the development time, to validate the designed 
system and to ensure its efficient functioning 
(Janapsatya, Ignjatovi, & Parameswaran, 2006).

Choosing the appropriate embedded processor, 
which will be integrated in the SoC to implement 
DWT, is an essential step. The advantage of us-
ing embedded softcores processor is their higher 
flexibility and easier configuration than hardcores.

In this work, a softcore embedded processor 
has been adopted in order to adapt its architec-
ture as required by DWT using the Algorithm 
Architecture Adequacy (AAA) approach (Liu, 
Tanougast, & Weber, 2006)

The objective of this study is to integrate 
DWT on a chip using an embedded processor 
while increasing processing speed and minimiz-
ing costs. The Implementation of DWT in WSN 
is presented in Figure 1.

Virtual prototyping is an interesting designing 
method which allows the designer to validate the 
design before Hardware implantation. Modelsim 
software was used to simulate the program run-
ning and to determine its execution time. A 
hardware/Software implementation on FPGA was 
also done and performance was measured. A 
literature review of the existing routing protocols 
for WSNs was provided (Chakeresa & Klein-
Berndtb, 2002; Perkins & Belding-Royer& Das, 
2003; Erge, 2004; Kim & Montenegro, 2007). 
After then, they are compared in terms of energy 
consumption and memory overhead in order to 
choose the best routing protocol for the proposed 
solution.

The remainder of this chapter is organized 
as follows. First, First, the background and the 
related work in WSN, DWT, and SOC process 
cores are discussed in Section 1. Section 2 deals 
with problems of DWT implementation in WSNs. 
Section 3 presents HW/SW implementation of 
DWT using an embedded processor core. Section 
4 describes the choice of the routing protocol for 
the proposed system. Finally, we conclude and 
give some perspectives in Section 5.

BACKGROUND

WSN and DWT

WSN is a network composed of many nodes com-
municating among themselves and applied in a 
wide range of areas, such as military applications, 
public safety, medical applications, surveillance 
domain, environmental monitoring, commercial 
applications, habitat and tracking (Naumowicz 
& Freeman, 2008; Marcelloni & Vecchio, 2009; 
Akyildiz & Melodia, 2007).

Recently, Wireless Sensor Network has been 
an active area of research and a wide range of ap-
plications have been developed (Kimura & Latifi, 



 

 

15 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/hardware-software-implementation-wireless-

sensor/76962

Related Content

Software Engineering at Full Scale: A Unique Curriculum
Jochen Ludewig (2009). Software Engineering: Effective Teaching and Learning Approaches and Practices

(pp. 265-277).

www.irma-international.org/chapter/software-engineering-full-scale/29603

Evaluating the Usability of Domain-Specific Languages
Ankica Barišic, Vasco Amaral, Miguel Goulãoand Bruno Barroca (2013). Formal and Practical Aspects of

Domain-Specific Languages: Recent Developments  (pp. 386-407).

www.irma-international.org/chapter/evaluating-usability-domain-specific-languages/71827

Security Patterns: Comparing Modeling Approaches
Armstrong Nhlabatsi, Arosha Bandara, Shinpei Hayashi, Charles Haley, Jan Jurjens, Haruhiko Kaiya,

Atsuto Kubo, Robin Laney, Haralambos Mouratidis, Bashar Nuseibeh, Thein Tun, Hironori Washizaki,

Nobukazu Yoshiokaand Yijun Yu (2011). Software Engineering for Secure Systems: Industrial and

Research Perspectives  (pp. 75-111).

www.irma-international.org/chapter/security-patterns-comparing-modeling-approaches/48407

Eliciting Security Requirements for an Information System using Asset Flows and Processor

Deployment
Haruhiko Kaiya, Junya Sakai, Shinpei Ogataand Kenji Kaijiri (2013). International Journal of Secure

Software Engineering (pp. 42-63).

www.irma-international.org/article/eliciting-security-requirements-for-an-information-system-using-asset-flows-and-

processor-deployment/83634

Selecting Suitable Students for Jobs Based on Their Capacity
Hien Phan (2021). International Journal of Software Innovation (pp. 1-9).

www.irma-international.org/article/selecting-suitable-students-for-jobs-based-on-their-capacity/289165

http://www.igi-global.com/chapter/hardware-software-implementation-wireless-sensor/76962
http://www.igi-global.com/chapter/hardware-software-implementation-wireless-sensor/76962
http://www.irma-international.org/chapter/software-engineering-full-scale/29603
http://www.irma-international.org/chapter/evaluating-usability-domain-specific-languages/71827
http://www.irma-international.org/chapter/security-patterns-comparing-modeling-approaches/48407
http://www.irma-international.org/article/eliciting-security-requirements-for-an-information-system-using-asset-flows-and-processor-deployment/83634
http://www.irma-international.org/article/eliciting-security-requirements-for-an-information-system-using-asset-flows-and-processor-deployment/83634
http://www.irma-international.org/article/selecting-suitable-students-for-jobs-based-on-their-capacity/289165

