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abstract

Recently there have been considerable interests focusing on the performance evaluation of IEEE 802.11e 
Medium Access Control (MAC) protocols, which were proposed for supporting differentiated qual-
ity	of	services	in	wireless	local	area	networks	(WLANs).	Heterogeneous	traffic	generated	by	wireless	
multimedia applications and hidden stations arisen from the wireless transmission power constraints 
have	significant	impact	on	the	performance	of	MAC protocols. This study performs extensive simulation 
experiments and conducts comprehensive performance evaluation of the IEEE 802.11e Enhanced Distrib-
uted Channel Access (EDCA) protocol in WLANs in the presence of hidden stations and heterogeneous 
traffic.	For	this	purpose,	non-bursty	Poisson,	bursty	ON/OFF,	and	fractal-like	self-similar	processes	
with	high	variability	are	used	to	model	and	generate	heterogeneous	network	traffic.	The	performance	
results have shown that this protocol is able to achieve differentiated throughput, access delay, packets 
loss probability, and medium utilization. However, the hidden stations can degrade the throughput and 
medium utilization as well as increase greatly the medium access delay, packets loss probability, and 
collision	ratio	under	heterogeneous	traffic.



��� 

Performance Analysis and Evaluation of IEEE 802.11E MAC in WLANs

introduction

The wireless local area network (WLAN) is a 
flexible data communication system that can 
either replace or extend a wired LAN to provide 
location-independent network access between 
computation and communication devices using 
waves rather than a cable infrastructure (IEEE 
Computer Society, 1999; Gast, 2002). WLAN is 
becoming more widely recognized as a general-
purpose connectivity alternative for a broad range 
of business organizations owing to its simplicity, 
flexibility, and accessibility independent of loca-
tion, as well as its ability for wireless stations to 
roam throughout the business organizations. Many 
practical WLANs have employed the Institute 
of Electrical and Electronics Engineers (IEEE) 
802.11 standards ratified in 1997 that can oper-
ate at data rates up to 2 Mbps in the 2.4-GHz 
industrial, scientific and medical (ISM) band. But 
the most general business requirements cannot 
be well supported by the slow data rate of the 
legacy IEEE 802.11 standard. Recognizing the 
critical need to support higher data-transmission 
rates, the IEEE ratified both 802.11a and 802.11b 
standards with the rates up to 54 and 11 Mbps in 
the 5 and 2.4-GHz ISM band, respectively (IEEE 
Computer Society, 1999; Gast, 2002). Moreover, 
both standards identify the specification of the 
Medium Access Control (MAC) protocol, which 
is responsible for efficient control access to the 
wireless transmission medium. 

The IEEE 802.11 MAC protocol offers two 
different methods to support share access to 
wireless channels: a Distributed Coordination 
Function (DCF) and an optional Point Coordina-
tion Function (PCF) (Gast, 2002). The former is 
the dominant MAC mechanism implemented in 
the IEEE 802.11-compliant products and is based 
on the Carrier Sense Multiple Accesses (CSMA) 
protocol making certain that the stations sense the 
medium prior to data-transmission. Moreover, the 
DCF applies a collision avoidance (CA) mecha-
nism, which can reduce the collision probability 

using an additional random binary exponential 
time called back-off time. The main objective 
of CSMA/CA is to avoid stations transmitting at 
the same time, which can lead to collisions and 
corresponding retransmissions (IEEE Computer 
Society, 1999; Choi et al., 2003; Gast, 2002; 
Lindgren et al., 2001). However, hidden stations 
in WLANs often cause serious problems and per-
formance degradation. A pair of stations are said 
to be hidden from each other if the transmission 
from one station cannot be heard by the other. As 
a result, two or more hidden stations may transmit 
data at the same time, causing a collision and 
MAC failure. Thus, additional collision avoid-
ance protocol becomes necessary to combat the 
hidden station problem. Apart from the common 
CSMA/CA techniques, the DCF further reduces 
the possibility of collisions using the popular col-
lision avoidance scheme that consists of channel 
reservation frames (i.e., Request-To-Send and 
Clear-To-Send). Different from DCF, the optional 
coordination function PCF is a centralized scheme 
designed for infrastructure networks that have a 
point coordinator operating at the access point 
(AP) to poll and select the next wireless station 
for data-transmission (Gast, 2002).

With the increasing demand of wireless 
services, the support of differentiated quality of 
service (QoS) has become a critical issue on the 
success of IEEE 802.11 MAC protocols for the 
future wireless communications. It is important 
to develop new medium access schemes that 
can support real-time multimedia applications 
with differentiated QoS requirements over IEEE 
802.11 WLANs. As a result, the IEEE 802.11 
working group has very recently standardized an 
extended version (IEEE 802.11e) that defines two 
mechanisms for the support of QoS differentiation: 
Enhanced Distributed Channel Access (EDCA) 
and Hybrid Coordination Function (HCF) Con-
trolled Channel Access (HCCA) (IEEE Computer 
Society, 2005). EDCA delivers traffic based on 
differentiated access categories (ACs), which can 
be achieved by varying the amount of time when 



 

 

12 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/performance-analysis-evaluation-ieee-802/21002

Related Content

Multi-Sensor Motion Fusion Using Deep Neural Network Learning
Xinyao Sun, Anup Basuand Irene Cheng (2017). International Journal of Multimedia Data Engineering and

Management (pp. 1-18).

www.irma-international.org/article/multi-sensor-motion-fusion-using-deep-neural-network-learning/187137

A Texture Preserving Image Interpolation Algorithm Based on Rational Function
Hongwei Du, Yunfeng Zhang, Fangxun Bao, Ping Wangand Caiming Zhang (2018). International Journal of

Multimedia Data Engineering and Management (pp. 36-56).

www.irma-international.org/article/a-texture-preserving-image-interpolation-algorithm-based-on-rational-function/201915

The Application of Virtual Reality and HyperReality Technologies to Universities
Lalita Rajasingham (2009). Encyclopedia of Multimedia Technology and Networking, Second Edition (pp.

61-66).

www.irma-international.org/chapter/application-virtual-reality-hyperreality-technologies/17383

Universal Sparse Adversarial Attack on Video Recognition Models
Haoxuan Liand Zheng Wang (2021). International Journal of Multimedia Data Engineering and

Management (pp. 1-15).

www.irma-international.org/article/universal-sparse-adversarial-attack-on-video-recognition-models/291555

Digital Watermarking Based on Neural Network Technology for Grayscale Images
Jeanne Chen, Tung-Shou Chen, Keh-Jian Maand Pin-Hsin Wang (2005). Encyclopedia of Multimedia

Technology and Networking (pp. 204-212).

www.irma-international.org/chapter/digital-watermarking-based-neural-network/17247

http://www.igi-global.com/chapter/performance-analysis-evaluation-ieee-802/21002
http://www.irma-international.org/article/multi-sensor-motion-fusion-using-deep-neural-network-learning/187137
http://www.irma-international.org/article/a-texture-preserving-image-interpolation-algorithm-based-on-rational-function/201915
http://www.irma-international.org/chapter/application-virtual-reality-hyperreality-technologies/17383
http://www.irma-international.org/article/universal-sparse-adversarial-attack-on-video-recognition-models/291555
http://www.irma-international.org/chapter/digital-watermarking-based-neural-network/17247

