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ABSTRACT

Big Data is a relatively recent phenomenon, but has already shown its potential to drastically alter the 
relationship between businesses, individuals, and governments. Many organisations now control vast 
amounts of raw data, and those industry players with the resources to mine that data to create new in-
formation have a significant advantage in the big data market. The aim of this chapter is to identify the 
legal grounds for the ownership of big data: who legally owns the petabytes and exabytes of information 
created daily? Does this belong to the users, the data analysts, or to the data brokers and various info-
mediaries? The chapter presents a succinct overview of the legal ownership of big data by examining 
the key players in control of the information at each stage of processing of big data. It then moves on to 
describe the current legislative framework with regard to data protection and concludes in additional 
techno-legal solutions offered to complement the law of big data in this respect.

INTRODUCTION

Big Data is a relatively recent phenomenon, but has already shown its potential to drastically alter the 
relationship between businesses, individuals, and governments. The issues surrounding privacy of the 
online users (Mayer-Shoenberger, Cukier 2013) and the overall ethical challenges involved (Schroeder, 
2014) make big data a topical issue, especially in the aftermath of the Snowden revelations. Many organi-
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sations now control vast amounts of raw data, and those industry players with the resources to mine that 
data to create new information have a significant advantage in the big data market. The use of predictive 
analytics in processing information tracked across different platforms to identify trends in the behaviour 
of individuals further adds value to big data (Fotopoulou, 2014) and makes it an important asset for any 
commercial entity. This rapid commodification of personal data has given rise to a new approach with 
regard to its legal protection in the era of big data: a shift from the traditional privacy protection regime 
to a wider protection under property law is considered by scholars as an appropriate legal response to 
the phenomenon of monetisation of personal data, once seen through the lens of big data (Victor, 2013).

The aim of this chapter is to identify the legal grounds for the ownership of big data: who legally 
owns the petabytes and exabytes of information created daily? Does this belong to the users, the data 
analysts, or to the data brokers and various infomediaries? The chapter presents a succinct overview of 
the legal ownership of big data by examining the key players in control of the information at each stage 
of the processing of big data. It then moves on to describe the current legislative framework with regard 
to data protection and concludes in additional techno-legal solutions offered to complement the law of 
big data in this respect, with a particular focus on the European context1.

BACKGROUND

The transition from the traditional economic model of neoliberal markets in the post-industrial era to 
“informational capitalism” (Cohen 2016), based on a data-driven economy has challenged conventional 
legal thinking. Often referred to as the oil of the 21st century, data has become a valuable asset for the key 
stakeholders offering services in the digital era. At the same time, the law has been struggling to cope 
with this overbroad scope and definition of “data”, as it does not purely address the user’s privacy, being 
able to reveal one’s identity but it can also be valorized and thus imply property entitlements for user 
generated data. The following section explores how data can be legally assessed during various stages 
of processing: in doing so, it is intended to demonstrate how big data appears to be an area not overly 
addressed by the current regulative framework, which focusses mostly on data protection and appears 
to bear little attention to how data can gain monetary value and thus allow for property based claims.

MAIN FOCUS OF THE ARTICLE

Issues, Controversies, Problems: The Four Stages in the 
Big Data Processing Cycle and Property Law

There are four main stages in the processing cycle of big data from its raw form to its use in predictive 
analytics:

1.  Collection
2.  Processing
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