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Abstract

Thischapter exploreshow individual susing different justice per spectives
to evaluate the appropriateness of the USA PATRIOT Act will logically
arrive at different views on the fairness of the legislation. Some pundits
believe the USA PATRIOT Act creates an increased risk for the privacy
rights of US citizens. Excerpts from both Department of Justice and
ACLU documents concerning the USA PATRIOT Act are presented. An
analysis of these excer pts suggests that the Department of Justice applies
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a procedural justice perspective to demonstrate the fairness of the Act in
terms of the way the law will be applied. The ACLU applies an outcome-
based justice perspective that focuses on the potential for the Act to
disproportionately penalize specific demographicgroups. Differentjustice
per spectives lead to different fairness judgments.

| ntroduction

Thischapter presentsasocial justiceperspectiveon peopl €’ sattitudesabout
revealing personal datainexchangefor increased government sanctioned-
intelligence activity. The degree of personal and corporate datathat law
enforcement officialsandintelligenceagenciesneedinorder toprovidemore
comprehensiveprotectionfromterrorist attacksthreatensto erodeindividual
privacy rightsgranted by the Constitution and defined by thelegal system. Are
people willing to trade their personal privacy and autonomy to protect
themselvesand othersor totrade privacy for convenienceand profit? How
doesasociety determinewhether itisjust tocompromiseprivacy rightsfor
increased security?Finally, if anindividual’ sprivacy hasbeen compromised,
how doesthat person judgethefairnessof thissacrificeinrelationtomore
effectivegovernmentintelligenceandincreased physical safety of personsand
property?

Comparingthemeritsof decreasingthethreat of terrorist actiontothe personal
costsof adecreaseinindividual privacy rightsisimportant because of the
technol ogical capabilitiesavailabletoday. Technology can, and should, be
usedtohelpidentify behavior leadingtocriminal acts. However, theprocessing
capability of information technol ogies, thevast number of transaction data-
baseswith personal identifiers, andtheability toretrieve, integrate, and create
virtual alter egosiscausefor alarm. Public dataof apersonal nature, suchas
deaths, births, sales, and property transfers, have been a constant in our
society. However, thedifficulty, time, and expenseinvolvedinretrieving the
datamadeit difficult tointegratethedataandview it asawhole. Information
technol ogiescanremovephysical barrierstoaccessing dataand canfacilitate
theintegration of datafrommultiplesources. Thisisespecially truewhenthis
dataisplaced on the Web and in other publicly accessible databases. The
aggregation of this public personal datacan betoo intrusiveto be deemed
appropriatefor apublicrecord (Perkins, 2002).
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