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ABSTRACT

This chapter presents the application of grey wolf optimizer in software release planning considering 
warranty based on the proposed mathematical model that measures reliability growth of software sys-
tems. Hence, optimal release and warranty time is determined while minimizing the overall software 
development cost. The software cost model is based on failure phenomenon modelled by incorporating 
fault removal efficiency, fault reduction factor, and error generation. The model has been validated on 
the fault dataset of ERP systems. Sensitivity analysis has been carried out to study the discrete changes 
in the cost parameter due to changes in optimal solution. The work significantly contributes to the litera-
ture by fulfilling gaps of reliability growth models, release problems considering warranty, and efficient 
ways for solving optimization problems. Further, the grey wolf optimizer result has been compared with 
genetic algorithm and particle swarm optimization techniques.

INTRODUCTION

In recent times IT-based firms focus on developing reliable software systems without bearing any 
financial or goodwill losses during the post-implementation phase. The technology advancements in 
Medical, Defence, Space, Transportation, banks, universities, homes appliances, etc. have increased the 
demand for qualitative software products. These products facilitate day to day task handling by reducing 
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the efforts and time required at both the individual and organizational level and any failure encountered 
during the software operations may lead to heavy financial losses and sometimes may prove hazardous 
to human lives also (Yamada and Tamura, 2016).

Due to the ever-increasing importance of software systems, the researchers and IT firms are continu-
ously working to improve their reliability and hence the quality. For this, it is very necessary to assess 
the reliability of a software system during its development phase. The software development process, 
also known as the software development life cycle, through this phase developers try to enhance the 
software quality. Here the development process comprises of few steps i.e., planning, analysis, design, 
implementation, testing and maintenance. Among all these steps, testing is considered as the most de-
cisive and essential task for improving the quality of the software by detecting and removing the faults. 
Faults detectability influences software reliability growth which results in the development of Software 
Reliability Growth Models (SRGMs).

Since 1970 numerous SRGMs have been developed for the assessment of software reliability. These 
models incorporate various aspects related to software development for e.g. the code size and complexity, 
the skill of tester, developer and programmer, testing tools and methodology, resources allocated, etc. A 
number of researchers and IT practitioners have proposed Non-Homogenous Poisson Process (NHPP) 
based SRGMs to assess the reliability of the software system (Aggarwal et al., 2019; Anand et al., 2018; 
Kapur et al., 2011). These models help to predict the number of faults and the time for the next failure 
on the basis of observed failure data.

These time-dependent SRGMs are divided into two classes: one is perfect debugging where it has 
been assumed that whenever a new failure occurs the faults causing it is removed immediately and no 
new faults are introduced in the meantime. The other one is imperfect debugging which further can be 
split into two types: (a) whenever originally detected faults are removed that do not remove completely 
this phenomenon is known as imperfect fault removal and (b) it takes several attempts to remove a fault 
and also some new faults which were previously non-existent may also get generated. This phenomenon 
re-introduction of faults is known as Error generation (Yamada et al., 1984). In this chapter, we model 
the failure phenomenon of software incorporating error generation.

Previously it was assumed that faults initiating the failure are removed with complete efficiency but 
later it was observed that all the encountered faults are not removed i.e. fault removal process is not 
100% efficient (Zhang et al., 2003) i.e. only few number of faults are removed out of the overall faults 
spotted. It can be defined as the ability or effectiveness in the fault removal process. This measure helps 
the developer to predict the effectiveness of the fault detection and further effort needed. In our study, we 
have considered Fault Removal Efficiency (FRE) because it is immensely correlated with fault removal 
process i.e., as the FRE escalates fault removability escalates as well.

Also, it was stated that in practice the number of faults experienced is not the same as the faults re-
moved during the process. Musa (1975) defined Fault Reduction Factor (FRF) as “the ratio of a number 
of faults removed to the number of failures experienced”. This indicates that for the reliability evalua-
tion FRF plays an important role. Experimentally, FRF takes values between zero and one. It has been 
discovered that FRF could be affected by issues like fault dependency, complex code, human nature, etc. 
This, in turn, affects the FRF curves which can be increasing, decreasing or constant. Here we consider 
that FRF follows Weibull distribution while error generation and FRE are considered to be constant. 
FRF, FRE and error generation all these factors have been incorporated because of their significant 
impact on the failure process.
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