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ABSTRACT

Vehicular ad hoc networks (VANETs) are a type of ad hoc networks where the node 
movements are high and there will be instant communication between the vehicles 
(nodes). In this chapter, the authors propose a real-time simulation of vehicular ad 
hoc networks using simulation of urban mobility (SUMO) in two cases: 1) user-
defined road structure and 2) roads designed through open street maps. In both these 
cases, cars, buses, trucks, pedestrians, and bicycles will be running in the roads. 
Most of the vehicles will be following the Euro emission norms. Later these cars will 
be modelled as nodes in a network and analyse the various network performance 
metrics like throughput and packet delivery ratio were computed.

INTRODUCTION

Vehicular Adhoc networks or VANETs play a major role for various automotive 
companies for their infotainment systems, car to car connectivity, connecting to 
Roadside Units (RSU) in case of emergencies like accidents, forest fire, etc. In this 
chapter, a real world simulation is being carried out using the software Simulation 
of Urban Mobility (SUMO) for different road design. One of the design would be 
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to design a road by any user based on conditions like type of driving (Right Hand 
or Left Hand), lanes in each road, etc. The other design would be select a Map in 
the globe through open street map and simulate the network. Many works have been 
carried out by the researchers and students across the globe in this area. Some of 
those works are listed here.

Wang, J., et al., (2020) proposed a context aware quantification method for 
VANETs using Markov Chain process. The simulation is carried out analytically 
with a creation of a state transition matrix through discrete Markov Chain and Poison 
process. The security strategies were imitated for the experimentation. Seliem, H et 
al., (2018) proposed a drone with vehicular communication to minimise the delay 
between the drones and the vehicles on road. The simulation is carried out in a two-
way highway. This paper used a method called as the Drone active service which 
will identify the location of the vehicles on road. Their results prove that the packet 
delivery delay between the drones and the vehicles are minimum.

Liu, B et al., (2015) suggested a method for safety messages between the vehicles. 
In this paper, cloud provisioning is used to deliver the safety message initially to 
the gateways. Through the gateways, the messages will be delivered to the vehicles 
nearby. Later using V2V technology, all the vehicles in the networks can get the safety 
messages. Since its cloud assisted platform, there could some latency in delivering 
the messages. Alharthi, A., et al., (2021) proposed a blockchain based biometric 
framework for vehicular networks to store the biometric data secure in a block chain 
to prevent attacks like Sybil and replay attacks. The simulations were carried out in 
OMNet++ along with VEINS and calculated the PDR, PLR and the computational 
cost of such a network. Cheng, C. M., & Tsao, S. L. (2014) implemented a new 
protocol and simulated using SUMO and QualNet. This protocol deals with a bloom 
filter that improves the efficiency of the information retrieval system while using 
the two tier architecture namely VANET and P2P. This paper reduces the latency 
and overhead by 12 and 20% respectively.

Kumbhar, F. H., & Shin, S. Y. (2020) proposed a fog based node architecture that 
can predict the most suitable path based on the machine learning models adopted for 
the VANETs. This work is simulated using SUMO which also measures the packet 
delivery ratio and the connectivity of up to 4 hops. Haghighi, M. S., & Aziminejad, 
Z., (2019) have implemented an onion based routing protocol that can maintain 
anonymity for the source, destination and even the route. The simulation is carried 
out using SUMO and its compared against the naïve onion protocol that compares 
with delivery ratio, retransmission and end to end delay. Abuashour, A., & Kadoch, 
M., (2017) introduced three cluster based routing protocols that can improvise the 
parameters like delay, throughput, route stability and control overhead messages. 
The traffic generation is carried out in SUMO and compared it against MATLAB.
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