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ABSTRACT

The continued growth and widespread use of the internet benefit many network users in various ways.
Meanwhile, network protection becomes increasingly essential as the internet becomes more widely used.
Though, as the number of internet-connected systems in finance, e-commerce, and the military grows,
they are becoming targets of network attacks, posing a noteworthy challenge and causing significant
harm. Essentially, practical strategies for detecting and defending against attacks, as well as maintaining
network protection, are needed. Furthermore, various types of attacks must typically be dealt with in dif-
ferent ways. This chapter summarizes some of the important deep learning techniques and reinforcement
techniques for information security by providing various methods for attack detection and corrections.

INTRODUCTION

The ongoing growth and worldwide usage of the Internet satisfies numerous network users in a variety
of methods. Meanwhile, as the Internet becomes more widely used, network protection becomes very
important and challenging task. Network protection is concerned with computers, networks, applications
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and different data, among other things, with the aim of preventing unauthorized access and alteration
as given in Mohamed Amine (2020). Originally, essential approaches for identifying and securing at-
tacks, additionally sustaining network protection, are entailed. Additionally, different categories of at-
tacks typically should be taken care with specific methods. The key problem in the area of information
security need to be resolved is how to identify different types of network risks, especially those attacks
that were not experienced earlier.

Due to diverse possessions regarding the technological breakthrough, threats to computer networks,
IoT systems, and devices gets translated as increasing privacy issues. IoT systems were practical and
efficient due to their characteristics such as: collecting a lot of data, connecting the physical and virtual
worlds, complicated environments, architecture that is more centralized. Malicious hackers, though,
might exploit vulnerabilities. An overview of the IoT attack surface areas can be found below:

e  Device: Device might be the primary means of starting a cyber-attack. Memory, computing mi-
cro-programs, the hardware interfacing, the Internet application, and communications networks
are illustrations of modules where vulnerability might well be found inside a device.

e  Channels: Attacks may come through the media that connects different IoT devices together.

e  Software applications: System may be harmed as a result of bugs in internet apps and Internet of
things applications. Web apps can be used to steal user credentials or fraudulent system software
updates, for example.

Numerous computer and network security research areas fall under the umbrella of cyber situational
awareness or have some connection to it. However, an enterprise’s capacity for cyber situational aware-
ness is currently severely constrained for a number of reasons, including but not limited to:

e Incomplete and inaccurate forensics, intrusion detection, and vulnerability analysis.
e  Unable to track certain microscopic systems or assault patterns.
e  Restricted capacity for navigating ambiguity.

Challenges of Predicting Cyber-Attacks

Given the number of potential entry points, the attackers’ goals, and the increasing reliance on con-
nection and cloud storage, it is difficult to forecast cyber-attacks with current technology. Some of the
challenges in predicting cyber-attacks are discussed as follows.

e  Rising number of cyber-attacks: The frequency and severity of attacks are only going to increase
as cyber threat actors hone their methods and make use of automation and machine learning.

e  Active cyber pandemic: In order to enable the remote workforce and achieve the aims of the digi-
tal transformation, the development of remote work made users, computers, and personal devices
the first line of defense, and the spike in cloud use generated new avenues of attack for cyber threat
players.

e  Mobile devices create more security threats: Cybercriminals changed their strategies to benefit on
the rising use of mobile devices. There are several new mobile virus Trojan.
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