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ABSTRACT

There are many challenges in providing high-quality and personalized treatment to 
an increasingly demanding patient community. Patient data and treatment data reside 
with various constituents, including providers, treatment researchers, health plans, 
employers, and even personal digital devices (i.e., home monitoring devices, Apple 
Health). There are tremendous opportunities in understanding and optimizing the 
complexities in personalized patient care and treatment—from a process perspective. 
A relatively new technology, process mining can fill many of the gaps in analyzing 
and understanding the patterns and variations of patient treatment. Process mining 
leverages algorithms that analyze the healthcare value chains. This paper delves 
deep into process mining for healthcare. Combined with process automation, process 
mining enables the stakeholders to act upon the process insights or re-engineer the 
processes to avoid bottlenecks in treatments.

INTRODUCTION

The paper explains how Process Mining can be a powerful tool to personalize 
treatment and improve the overall visibility and Quality of the care. Many value 
chains in different industries have benefited from Process Mining. It has optimized 
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mission-critical as well as support processes. Personalized medicine suffers from 
challenges typical of many industries: application siloes, inefficiencies through waste, 
and lack of understanding of the real processes, their variants, and root causes of 
inefficiencies. The paper will provide examples applicable to any industry - such 
as supply chain - and examples specific to Healthcare. It will then recommend best 
practices and reference architecture for Process Mining in personalized medicine.

EVOLUTION OF INTELLIGENT BUSINESS 
PROCESS MANAGEMENT

As described in (Khoshafian, 2021), Business Process Management (BPM) has 
been evolving with Artificial Intelligence (AI), hyperautomation, Process Mining, 
and Digital Technology capabilities - including responsive User Interfaces (UI), 
Internet of Things (IoT), and Blockchain.

To fully appreciate the significance of Process Mining in Healthcare, let us 
take a step back and view the entire field of medicine as a collection of Policies 
and Procedures. This is key. Everything we do, from medical trials, storing patient 
information in Electronic Medical Records (EMR), to Healthcare provisioning, 
involves Policies and Procedures. Now, we very quickly realize there are gaps and 
inefficiencies in the execution of Policies and Procedures. There are errors. There are 
silos. There are also dire consequences if Policies and Procedures are not followed, 
including the patient’s possible harm or even death.

So, where are these Policies and Procedures? Here are the primary sources:

• Policy & Procedure Manuals: Whether you’re dealing with operations in the 
front-, mid- or back-office, there are policy and procedure manuals. Healthcare 
practitioners, researchers, providers, and payers need to be trained to follow 
the documented descriptions of policies and procedures, resulting in manual, 
expensive, and error-prone processing.

• People’s (Knowledge Workers’) Heads: Often, there are designated experts, 
or knowledge workers, who have the policies and procedures — the business 
rules — in their heads. These are the researchers, the doctors, the nurses, 
and other knowledge (aka cognitive) workers. The challenge is to harvest the 
expertise.

• Legacy Code: Another source of policies and procedures is legacy code that 
contains business logic. The embedded policies are often ossified in legacy 
code with little or no business visibility. They are difficult to change or extend. 
The challenge is to leverage legacy systems while allowing the Healthcare 
organization to modernize and be agile.



 

 

24 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/chapter/process-mining-for-healthcare-

personalization/318183

Related Content

Classic Cryptography
Manuel Mogollon (2008). Cryptography and Security Services: Mechanisms and

Applications  (pp. 1-14).

www.irma-international.org/chapter/classic-cryptography/7299

Experimental Evidences of Shil'nikov Chaos and Mixed-mode Oscillation in

Chua Circuit
Syamal Kumar Danaand Satyabrata Chakraborty (2011). Chaos Synchronization and

Cryptography for Secure Communications: Applications for Encryption  (pp. 91-104).

www.irma-international.org/chapter/experimental-evidences-shil-nikov-chaos/43286

A Threat-Response Model of Counter-Terrorism: Implications for Information

Security and Infrastructure Risks
William C. Wood, J. Brian O'Roarkand Lauren M. DeLaCruz (2013). International

Journal of Risk and Contingency Management (pp. 39-49).

www.irma-international.org/article/a-threat-response-model-of-counter-terrorism/106028

Securing Communication 2FA Using Post-Quantic Cryptosystem: Case of

QC-MDPC- Mceliece Cryptosystem
Kouraogo Yacouba, Orhanou Ghizlaneand Elhajji Said (2020). International Journal

of Information Security and Privacy (pp. 102-115).

www.irma-international.org/article/securing-communication-2fa-using-post-quantic-

cryptosystem/247429

Network Traffic and Data
Yu Wang (2009). Statistical Techniques for Network Security: Modern Statistically-

Based Intrusion Detection and Protection  (pp. 60-103).

www.irma-international.org/chapter/network-traffic-data/29695

http://www.igi-global.com/chapter/process-mining-for-healthcare-personalization/318183
http://www.igi-global.com/chapter/process-mining-for-healthcare-personalization/318183
http://www.igi-global.com/chapter/process-mining-for-healthcare-personalization/318183
http://www.irma-international.org/chapter/classic-cryptography/7299
http://www.irma-international.org/chapter/experimental-evidences-shil-nikov-chaos/43286
http://www.irma-international.org/article/a-threat-response-model-of-counter-terrorism/106028
http://www.irma-international.org/article/securing-communication-2fa-using-post-quantic-cryptosystem/247429
http://www.irma-international.org/article/securing-communication-2fa-using-post-quantic-cryptosystem/247429
http://www.irma-international.org/chapter/network-traffic-data/29695

