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abstract

Various smart antennas developed for automatic 
radio	frequency	identification	(RFID)	readers	are	
presented. The main smart antennas types of RFID 
readers are switched beam, phased array, adap-
tive beamfsorming and multiple input multiple 
output (MIMO) antennas. New development in 
the millimeter wave frequency band60 GHz 
and above exploits micro-electromechanical 
system (MEMS) devices and nano-components. 
Realizing the important of RFID applications 
in the 900 MHz frequency band, a 3×2-element 
planar phased array antenna has been designed 
in a compact package at Monash University. The 
antenna covers 860-960 GHz frequency band with 
more than 10 dB input return loss, 12 dBi broad-
side gain and up to 40° elevation beam scanning 
with	a	4-bit	reflection	type	phase	shifter	array.	
Once implemented in the mass market, RFID 

smart antennas will contribute tremendously in 
the areas of RFID tag reading rates, collision 
mitigation,	location	finding	of	items	and	capacity	
improvement of the RFID system.

IntroductIon

The	 Radio	 Frequency	 Identification	 (RFID)	
system is a new wireless data transmission and 
reception	technique	for	automatic	identification,	
asset tracking, security surveillance and many 
other emerging applications. An RFID system 
consists of three major components: a reader or 
integrator, which sends interrogation signals to 
an RFID transmitter responder (transponder) or 
tag,	which	is	to	be	identified;	an	RFID	tag,	which	
contains	the	identification	code;	and	middleware,	
which maintains the interface and the software 
protocol	to	encode	and	decode	the	identification	
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data from the reader into a mainframe or a personal 
computer.  Figure 1 below illustrates a generic 
block diagram of the RFID system.  At the dawn 
of the new millennium, as barcodes and other 
means	 for	 identification	 and	asset	 tracking	 are	
becoming inadequate for recent demands, RFID 
technology has been  facilitating logistics, supply 
chain management, asset tracking, security access 
control, intelligent transportation and many other 
areas  at an accelerated pace. A recent Google 
search of the terminology ‘RFID’ brought up 
thirty eight million hits. This large huge number 
of	URLs	represents	the	significant	activities	and	
applications of RFID in various sectors in either 
commercial domains or government agencies.

RFID technology is an off-shoot miniaturized 
version	of	the	‘identification,	friend	or	foe	(IFF)’	
radar system developed by British defence during 
World War II. This radar technology used back-
scattered signals to identify and/or discriminate 
friendly targets from enemy targets and enabled 
decisions to attack appropriate targets. While low 
frequency RFID tags use strong magnetic coupling 
by being in proximity to the RFID reader’s coil 
antennas, all ultra high frequency (UHF) and mi-
crowave RFID readers and tags are based on the 
radar	principle	of	sending	far-field	electromagnetic	
(EM) interrogating signals from the readers and 
receiving the back-scattered modulated signals 
with	 the	 unique	 identification	 code	 of	 the	 tag.	
Thus	identification	of	items,	human	beings	and	
animals is possible in all weather conditions and 
off line-of-sight communication.

RFID	 was	 first	 proposed	 by	 H.	 Stockman 
(Stockman, 1948) who introduced the RFID sys-
tem in his landmark paper “Communication by 
Means	of	Reflected	Power”.	Stockman	advocated	
that considerable research and development work 
was required to solve the basic problems of wire-
less	identification	by	means	of	reflected	power.	
A complementary article on the history of RFID 
can be found in Landt (2001).

Similar to radar technology, RFID is a multi-
disciplinary technology which encompasses a 
variety of disciplines: (i) RF and microwave 
engineering, (ii) RF and digital integrated 
circuits, (iii) antenna design, and (iv) signal 
processing software and computer engineering. 
The latter encodes and decodes analog signals into 
meaningful	codes	for	identification.		According	
to Lai et al (2005), “The fact that RFID reading 
operation requires the combined interdisciplinary 
knowledge of RF circuits, antennas, propagation, 
scattering, system, middleware, server software, 
and business process engineering is so 
overwhelming	that	 it	 is	hard	to	find	one	single	
system integrator knowledgeable about them all. 
…. In view of the aforesaid situation, this present 
invention (RFID system) seeks to create and 
introduce novel technologies, namely redundant 
networked multimedia technology, auto-ranging 
technology, auto-planning technology, smart 
active antenna technology, plus novel RFID tag 
technology, to consolidate the knowledge of all 
these different disciplines into a comprehensive 
product family.” 

Figure 1. Generic RFID system
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