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ABSTRACT

Semantic Web technologies allow on-line resources to be semantically annotated to 
support more effective and intelligent online services. However, ontologies some-
times may contain sensitive information. Providing access to them requires proper 
control to ensure the data protection requirement. Yet, the protection should not be 
too restrictive to make the access management inflexible. While there has been re-
cent work on policy-based access control, in this paper, the authors present a policy 
representation specifically for access control on ontology-based data and explain 
how issues like policy propagation and policy conflict resolution are addressed. The 
authors present bucket-based query rewriting algorithms for realizing the access 
control policies to avoid sensitive resources leakage in the context of the Semantic 
Web. The authors validate the correctness of the proposed mechanisms by going 
through some illustrative examples in detail.
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1. INTRODUCTION

The recent proliferation of the Semantic Web technologies has resulted in an in-
creasing amount of on-line resources being semantically annotated to support more 
effective and intelligent online services, including customized search, autonomous 
information integration, etc. We here call such kind of semantically annotations 
of resources semantic web data, where domain ontologies are needed as some 
background knowledge for support semantic interpretation of various types. In 
the literature, projects on developing semantic web data management systems 
are abundant (Broekstra, et al., 2002; Wilkinson, et al., 2003; Heflin, et al., 1999) 
and related software tools have been available in the market for quite a while. By 
specifying the user retrieval requirements on the data as some semantic web queries 
which involve entities defined in some domain ontologies, relevant data can readily 
be retrieved. However, allowing better search on such distributed on-line resources 
also implies that more complicated access control is needed, especially for applica-
tions where data containing sensitive and private information (e.g., business, health-
care, national defense, etc.) could be found in the query results. In addition, if the 
queries are for supporting intelligent on-line services, the on-demand requirement 
will require the access control system to be not only secure but also flexible, or it 
will not be operationally viable. The conventional role-based access control model 
does allow some form of access control to be enforced, but rather restricted (e.g., 
context specific access control mechanisms are hard to be supported). In recent 
years, enforcing access control based on some declarative policies is gaining atten-
tion (Kagal, et al., 2003), and has been considered to be especially suitable for the 
dynamic characteristic of semantic web data (Bonatti, et al., 2006). One intuitive 
idea to implement the policy-based approach is to rewrite queries by adding some 
restrictions on them so that the rewritten queries will result only the data which can 
be accessed according to the access control policies. In this paper, we argue that 
proper use of ontology can allow more flexible access control on semantic web data 
to be supported. Also, we present a particular policy-based approach to demonstrate 
the viability of controlling query-based access to the semantic web data.

The main contributions of this paper include (1) an in-depth study of an onto-
logical approach to specify access control policies as permission or forbiddance to 
access resources; and (2) algorithms for automatically rewriting queries which is 
made possible due to the unambiguous semantics of the proposed access control 
policies. For the latter, in particular, we propose algorithms that, given an ontology-
based conjunctive query for web resources, can (a) select the policies which are 
relevant to the query, (b) extract the restrictions expression from the policies, and 
(c) rewrite the queries accordingly.



 

 

27 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/chapter/access-control-semantic-web-data/60555

Related Content

The Significance of Government's Role in Technology Standardization: Two

Cases in the Wireless Communications Industry
DongBack Seo (2010). International Journal of IT Standards and Standardization

Research (pp. 63-74).

www.irma-international.org/article/significance-government-role-technology-

standardization/39087

A Social Relational Network-Based Architecture for Maintaining the Media

Integrity and Optimizing the Quality of Experience: A Technical and Business

Perspective
Harilaos G. Koumaras, Jose Oscar Fajardo, Fidel Liberal, Lingfen Sun, Vaios

Koumaras, Costas Troulosand Anastasios Kourtis (2013). IT Policy and Ethics:

Concepts, Methodologies, Tools, and Applications  (pp. 1708-1729).

www.irma-international.org/chapter/social-relational-network-based-architecture/75096

Ensuring Users' Rights to Privacy, Confidence and Reputation in the Online

Learning Environment: What Should Instructors Do to Protect Their Students’

Privacy?
Louis B. Swartz, Michele T. Coleand David Lovejoy (2010). Information

Communication Technology Law, Protection and Access Rights: Global Approaches

and Issues  (pp. 346-362).

www.irma-international.org/chapter/ensuring-users-rights-privacy-confidence/43504

Intellectual Property Protection and Standardization
Knut Blindand Nikolaus Thumm (2006). Advanced Topics in Information Technology

Standards and Standardization Research, Volume 1 (pp. 166-182).

www.irma-international.org/chapter/intellectual-property-protection-standardization/4663

Analysis and Validation of Learning Technology Models, Standards and

Specifications: The Reference Model Analysis Grid (RMAG)
Jan M. Pawlowskiand Denis Kozlov (2010). International Journal of IT Standards and

Standardization Research (pp. 1-19).

www.irma-international.org/article/analysis-validation-learning-technology-models/46109

http://www.igi-global.com/chapter/access-control-semantic-web-data/60555
http://www.igi-global.com/chapter/access-control-semantic-web-data/60555
http://www.irma-international.org/article/significance-government-role-technology-standardization/39087
http://www.irma-international.org/article/significance-government-role-technology-standardization/39087
http://www.irma-international.org/chapter/social-relational-network-based-architecture/75096
http://www.irma-international.org/chapter/ensuring-users-rights-privacy-confidence/43504
http://www.irma-international.org/chapter/intellectual-property-protection-standardization/4663
http://www.irma-international.org/article/analysis-validation-learning-technology-models/46109

